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	參加會議經過：

    Security and Management 2011 簡稱SAM’11，由Universal Conference Management Systems & Support所主辦，會議舉辦時間為2011年07月18-21日，舉辦地點位於拉斯維加斯(Las Vegas)，該研討會針對

安全演算法(Security algorithms)、

電子與行動商務安全(Security in e-Commerce and m-Commerce)、
行動網路安全(Mobile network security)、

金鑰管理科技(Key management techniques)

等議題進行研討，並發表論文進行交流。
    在論文投稿方面，本次會議共收到94餘篇來自資訊相關領域學者之投稿，其收錄之論文包含以下主題：
1.  (SECURITY AND ALLIED TECHNOLOGIES)
2. (AUTHENTICATION + BIOMETRICS)

3. (POLICIES AND RELATED ISSUES + INTRUSION DETECTION)

4. (PRIVACY AND RELATED ISSUES)
5. (SECRECY METHODS AND RELATED ISSUES + CRYPTOGRAPHY +CRYPTOSYSTEMS + WATERMARKING)

6. (MALICIOUS CODE + ATTACKS DETECTION)

7. (ALGORITHMS AND APPLICATIONS + MANAGEMENT INFRASTRUCTURES)

8. (CYBERSECURITY EDUCATION)

此外，在本研討會當中，共邀請了3位專家學者針對兩岸資訊科學與資技術相關之議題做一專題講演，其主題內容如下
專題報告一

題  目: How Engineering Mathematics Can Improve Software
報告人: Prof. David Lorge Parnas
摘  要: For many decades we have been promised that the "Formal Methods" developed by computer scientists would bring about a drastic improvement in the quality and cost of software development. That improvement has not materialized. We review the reasons for this failure. We then explain the difference between the notations that are used in formal methods and the mathematics that is essential in other areas of Engineering. Finally, we illustrate the way that Engineering Mathematics has proven useful in a variety of software projects.
專題報告二

題  目: The Nature of Cyber Security
報告人: Prof. Eugene H. Spafford,
摘  要: There is an on-going discussion about establishing a scientific basis for cyber security. Efforts to date have often been ad hoc and conducted without any apparent insight into deeper formalisms. The result has been repeated system failures, and a steady progression of new attacks and compromises. 

A solution, then, would seem to be to identify underlying scientific principles of cyber security, articulate them, and then employ them in the design and construction of future systems. This is at the core of several recent government programs and initiatives. 

But the question that has not been asked is if "cyber security": is really the correct abstraction for analysis. There are some hints that perhaps it is not, and that some other approach is really more appropriate for systematic study - perhaps one we have yet to define. 

In this talk I will provide some overview of the challenges in cyber security, the arguments being made for exploration and definition of a science of cyber security, and also some of the counterarguments. The goal of the presentation is not to convince the audience that either viewpoint is necessarily correct, but to suggest that perhaps there is sufficient doubt that we should carefully examine some of our assumptions about the field.

專題報告三

題  目: Changing Lives around the World: the Power of Technology
報告人: Dr. Sandeep Chatterjee
摘  要: This talk will describe the speaker’s work around the world – in Africa, Asia, Central America and Latin America – with electronic services and cloud computing systems that deliver real value for the billions of people around the world who are disconnected from mainstream services by leveraging low-cost mobile handsets, ubiquitous telecommunications networks and properly architected electronic services. The author will discuss applications and systems in the healthcare, financial services, agricultural commodities, and many other global markets.

專題報告四
題　目：Financing Frontier Research in Computer Science
報告人：Dr. Yiannis Sagias
摘　要：The presentation will aim at presenting the European Research Council (ERC) and its funding opportunities. ERC is the first European funding body set up to support investigator-driven frontier research. 

Its main aim is to stimulate scientific excellence by supporting and encouraging the very best, truly creative scientists, scholars and engineers to be adventurous and take risks in their research. The scientists are encouraged to go beyond established frontiers of knowledge and the boundaries of disciplines. 

Being 'investigator-driven', or 'bottom-up', in nature, the ERC approach allows researchers to identify new opportunities and directions in any field of research, rather than being led by priorities set by politicians. This approach ensures that funds are channelled into new and promising areas of research with a greater degree of flexibility. 

ERC grants are awarded through open competition to projects headed by starting and established researchers, irrespective of their origins, who are working or moving to work in Europe - the sole criterion for selection is scientific excellence. The aim here is to recognise the best ideas, and retain and confer status and visibility to the best brains in Europe, while also attracting talent from abroad. 

The final aim of our participation in the conferences is to let the participants know about our funding opportunities.

我們的論文” Anonymous Secure Routing Protocol for Wireless Metropolitan Networks”於Session 9，該Session中包含PRIVACY + SECRECY METHODS + CRYPTOGRAPHY + CRYPTOSYSTEMS + WATERMARKING中報告，該Session中總計有7篇論文發表，該Session中包含了兩篇密碼學相關論文、一篇資料庫安全以及三篇資訊隱藏與浮水印相關論文。
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